Cyber Safety: Protect Yourself and Your SRF Against Online Theft
Learn simple steps to protect yourself and your SRF from theft from two common email scams – Business Enterprise Compromise (BEC) and Vendor Email Compromise (VEC) – which target businesses that perform electronic payments such as wire or automatic clearing house (ACH) transfers. In a typical BEC, criminals either send a spoofed email impersonating an internal or external individual with a payment request or, following a network intrusion, hijack an existing internal email account to surveil and manipulate email communications to allow them access to sensitive financial information and initiate funds transfers. In a typical VEC, cyber criminals compromise the email account of a trusted partner to assume their identity and request changes for payments and redirect funds to bank accounts controlled by the attacker.
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